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Prime numbers
Diffie–Hellman key exchange, 336, 337
ElGamal cryptosystem, 347
Fermat’s primality test, 309–311
finite fields, 377
generation of, 308–309
industrial-grade, 314
modular arithmetic, 44–46
computer implementations and exercises, 85
factorizations, 44, 45
fundamental theorem of arithmetic, 44
Mersenne primes, 81–82
relatively prime integers, 46–47
square root modulo, 83–84
Wilson’s theorem, 84–85
modular powers, 321
Pollard p-1 factoring algorithm, 316–319
primitive roots, 303
RSA cryptosystem, 340, 342
Sophie Germain primes, 337
tests of primality
Carmichael numbers, 311–312
computer programs for, 327–329
exercises, 323–324
Fermat’s little theorem, 309–311
Fermat’s primality test, 309–311, 327
Miller–Rabin test, 312–316, 327–329
Pollard p-1 factoring algorithm, 316–319
Prime number theorem, 293–295
exercises, 319, 545
prime number generation, 308
Primitive roots
elliptic curve analogues, 466
modular elliptic curves, 461
number theory, 293, 302–305, 547–548
public key cryptography
computer programs for, 326
determination of, 304–305
Diffie–Hellman key exchange, 336, 337
exercises, 321–322
equivalence of, 304
Gauss’s algorithm, 307–308
number theory concepts, 302–305
Private key
Diffie–Hellman key exchange, 469, 470
public key cryptography, 23, 24, 338
ElGamal cryptosystem, 346
Merkle–Hellman knapsack
cryptosystem, 353
Private key cryptosystems, 21
Probabilistic factoring algorithm, RSA
security guarantees, 358
Probabilistic primality test, 308
Probability, 295; See also Randomness
and probability
Probability function, 502, 504, 507
Probability rules, 504
Product
matrix multiplication, 148
nibble, 419
polynomials in \(\mathbb{Z}_p[X]\), 386
rings, 410
Proper subsets, 493
Pseudoprime generating program, 329
Pseudorandom numbers, 27
Public key
ElGamal cryptosystem, 346
Merkle–Hellman knapsack cryptosystem, 353
public key cryptography, 23, 338
RSA security guarantees, 357
Public key cryptography, 21–22, 331–375
computer implementations and exercises, 369–375
definition of, 94
Diffie–Hellman key exchange, 336–337
digital signatures and authentication, 343–345
discrete logarithm problem, review of, 334–335
ElGamal cryptosystem, 345–349
digital signatures with, 347–349
exercises, 360–369
exercise solutions, 550–554, 604–607
features of cryptosystems, 24–25
government controls on cryptography, 331–332
informal analogy for cryptosystem, 331–332
knapsack problems, 349–356
Merkle–Hellman knapsack cryptosystem, 352–356
number theory concepts
orders, 301–302
primitive roots, 302–305
one-way functions, 333–334
quest for complete public key cryptosystem, 337–338
quest for secure electronic key exchange, 332–333
RSA cryptosystem, 338–343
RSA security guarantees, 357–360
Puzzles, Chinese remainder theorem, 67–71

Q
Quality control, 510–511
Quantum computers, 357
Quotient
definition of, 47
division algorithm for \(\mathbb{Z}_p[X]\), 391, 392

R
Rabin, Michael, 312
rand, random integer generation, 40
Randomized encryption
homophones, 106–107
nulls, 104–105
Randomly generated matrix,
computation of invertibility probability, 178–179
Randomness and probability, 501–513
binomial random variables, 511–513
birthday problem, 505–507
conditional probability, 507–509
conditioning and Bayes’ formula, 509–511
pseudorandom number generation algorithm, 27
random variables, 511–513
terminology and axioms, 501–507
Random numbers, computer-generated, 28, 39–41
Random permutations, computer-generated program for generating, 219–220
Random substitution ciphers, 220
Random variables
binomial, 511–513
discrete, 511
Range, functions, 4, 5
RC6, 418
Real numbers
elliptic curves over, 452–454, 478, 483–484
floor function, 40
Rijndael, 418
Rijndael, 418–419

Rings
AES S-box, 444
building finite fields from \(\mathbb{Z}_p[X]\), 391, 392
Rijm, Vincent, 418
Rijndael, 418–419
Rings
AES S-box, 444
building finite fields from \(\mathbb{Z}_p[X]\), 396–399
commutative, 58
congruences in \(\mathbb{Z}_p[X]\) modulo as fixed polynomial, 395–396
exercises, 406–407, 408
finite fields, 378–380, 381, 383, 384
integral domains, 409–410
polynomials in \( \mathbb{Z}_p[X] \) as, 388–389
Ritter, Richard, 111
Rivest, Ronald, 22, 331, 338, 339
Root cubic equation, elliptic curve graphs, 453
Roots
elliptic curves over real numbers, 453
Gauss’s algorithm, 325
matrix, computer implementations and exercises, 174
modular elliptic curves, 461
polynomials in \( \mathbb{Z}_p[X] \), 409
primitive; See Primitive roots
Rosetta stone, 92
rot13 cipher shift, 10
Rotate Nibble operator, 425
Rotors, Enigma machine elements, 112, 113, 120, 121–122
Rotor window, Enigma machine elements, 113
Round constants, AES encryption, 425, 439
Round key function
DES, 267, 269
computer programs for, 288, 289–290
scaled-down, 263, 281
Feistel cryptosystems, 255
Round keys
AES, 422, 424
computer program for, 446
exercises, 441, 442
DES, 259, 265, 271, 282
computer programs for, 287–288, 289
generation of, 259
Round-off errors, 161
Round robin tournaments, application of congruences, 80
Rounds
AES, 421, 422, 440
DES, 258, 260, 261, 264
Feistel cryptosystems, 255
Row matrix, 146
Różycki, Jerzy, 203, 204
RSA (Rivest, Shamir, Adleman) cryptosystem, 24, 273, 339
computer programs for, 370–371, 372
development of, 22
digital signatures, 344–345
mathematical problems providing security, 338
Public key cryptography, 338–343
security guarantees, 357–360
RSA RC6, 418
RSA Security, 45, 294, 345
RSA-640, 327, 372
Russian alphabet, 95
S
Sample space, experiment, 501–503
partitioned, 509–510
reduced, conditional probability, 507
Saxena, Nitin, 309
S-box
AES
computer programs for, 446–447, 448, 449
cryptography, 437, 439
exercises, 441, 443–444
inverse, 430, 448
DES, 267, 268
computer programs for, 288, 289
exercises, 281–282
scaled-down, 261–262, 281, 282
S-box table, AES, 423
Scalar multiplication
computer implementations and exercises, 175
elliptic curve exercises, 480
matrix, 146–147
polynomials in \( \mathbb{Z}_p[X] \), 388
Scalars, defined, 146, 147
Scaled-down AES; See Advanced encryption standard protocol
Scaled-down DES
computer programs for, 287–289
exercises, 281–282
Scaled-down Enigma machines
composition of functions, 120–121
computer programs, 141–143
Scherbius, Arthur, 111
School algorithm, 468
Scytale, 101
Scytale cipher, 101–102, 128, 136–137
Second quotient, division algorithm for \( \mathbb{Z}_p[X] \), 391
Self-cancelling properties, XOR, 255, 429
Self-decryption proof, DES and Feistel cryptosystems, 285
Serpent, 419
Set differences, 494
Sets
basic concepts, 4, 5
basic counting principles, 495–499
binary operations, 377
concepts and notations, 491–495
finite fields, 377
modular elliptic curves, 452
Set theory, probability theory and, 503
Shannon, Claude, 25, 26
Shannon’s properties of diffusion and confusion, 272, 419
Shift cipher, 38, 95
Shift permutation, 189
  Caesar cipher, 10
  one-unit, 119
Shift register, cipher feedback (CFB) mode, 276
Shift Row mapping
  inverse of, 440
  reverse order, 429
Shift Row Transformation, AES
  decryption, 431
  encryption, 422, 424, 428, 429, 436
  exercises, 444–445
Shor, Peter, 357
Signature exponent, ElGamal cryptosystem, 347
Significant digits, computing platforms and, 325; See also Computation issues
Simultaneous congruences, Hindu puzzle, 67–71
Single linear congruence, solving, 66
Singleton set, 492
Singular elliptic curve
  definition of, 452
  graphs, 454
  over modular integers, 460
  over real numbers, 452
Sizes
  matrix, 145
  of modular elliptic curves, 462–463
Sophie Germain primes, 337
Spaces
  frequency analysis-based attacks, 183
  RSA cryptosystem, 340
  substitution ciphers, 10
Spinner, randomized encryption, 104–105
Square (invertible) matrix
  computer implementations and exercises, 175–176
  definition of, 146, 151–153
  determinant computation, 159
  determinant of, 153–155
  general cofactor expansions, 171–172
  inverses of 2x2 matrices, 155–156, 174–175
Square roots
  modular elliptic curves, 461, 462
  modulo m, 83–84
Standards, 2
  Digital Signature Standard (DSS), 345
  encryption; See Advanced encryption standard protocol;
  Data encryption standard
State matrix, Mix Column mapping, 430
State transformations (mappings); See Mapping
Statistical frequency counts, 13–14
Steganography, 100–102
Storage
  two’s complement representation scheme, 245–246
  as vectors or strings, 248
Strassen, Volker, 150
Strassen’s algorithm, 150–151, 173–174, 179
Stream modes, block cryptosystems, 276–279
Strings, 254
  basic concepts, 3
  computer programs for extracting ciphertext data from ciphertext string, 216–218
  XOR operation, 287
  integers in different bases, 248–250
  vector/string conversions, 35–36
String size, AES, 417
Strong avalanche condition, AES, 419
Subblocks, cipher feedback (CFB) mode, 276
Submatrix, 154
Sub Nibble operator, 425
Subsets, 5, 492
Substitution box, DES, 261–262, 267, 268
Substitution ciphers
  Caesar cipher, 9–11
  evolution of codemaking, 102
  cryptosystem components, 95
  homophonic, 107
  steganography, 100–101
  frequency analysis-based attacks, 183–186
  overview, 8–11
  passive attack example, 12–15
  random, computer implementations and exercises, 220
Substitution permutation network, 419
Substitutions
  congruent, 56–57
  partial, computer program for, 215
Subtraction
  algorithm complexity analysis, assessing work required to execute, 246–247
  matrix, 146–147
  rings, 379
Subtraction algorithm with base b expansions, 231–234
Sum
  addition of elliptic curves over $\mathbb{Z}_p$, 464
  elliptic curve addition, 455
nibble, 419
polynomials in $\mathbb{Z}_p[X]$, 386
Superincreasing weights, knapsack problem, 350–352
computer programs for, 374
exercises, 364–365
Merkle–Hellman knapsack cryptosystem, 352–356
*Symbolic Analysis of Relay and Switching Circuits, A.* (Shannon), 25
Symbolic computing platforms, 296, 314, 325, 334, 369
elliptic curve operations, 483
Lenstra’s algorithm, 477
public key cryptography, 334
RSA cryptosystem, 341
Symmetric key cryptosystems, 21, 23, 24; See also Private key cryptosystems
definition of, 94
DES development, 95
substitution ciphers, English alphabet, 96
Symmetry
congruency properties, 54
matrix, 156

T

Tables
basic concepts, 3–4
tabular form notation for permutations, 110–111, 220
Tangent line, elliptic curve properties, 453
T-attack, 272–273
Tempest devices, 357
Ternary expansions, 225
Text
integer/text conversions, 36–37
plaintext; See Plaintext
Three-round Feistel systems, 280–281
computer implementations and exercises, 287
self-decryption proof, 285
Time algorithm, School’s, 468
*Traité des Chiffres ou Secrètes Manières d’Ecrire* (Vignère), 15
Transitivity
congruency properties, 54
divisibility, 44, 68, 389
Transpose of matrix, 156, 171
Transposition ciphers, 101–102
Trapdoor (one-way) function, 333–334, 353
* Treatise on Numerals and Secret Ways of Writing* (Vignère), 15
Tree diagram, counting principles, 496
Trial (experiment), defined, 501
Trigram, 190
Trigraphs, 107
Triple composition, 122
Triple DES, 273–274, 291–292, 333
Trithemius, Johannes, 15
Trivial cycle, 115, 116
Turing, Alan, 206–208
Twofish, 419
Two-round encryption mapping, 541–543
Two-round Feistel systems, 258, 259, 263, 280
Two’s complement representation scheme, 245–246

U

Union, sets, 491, 492–495
Unique factorization, in $\mathbb{Z}_p[X]$, 405
Universal set, 494

V

Vacuously true, 493
van Oorschot, Paul, 273, 617
Vanstone, Scott, 273, 616, 617
Vatican ciphers, 102
Vaudenay, Serge, 356
Vector addition, 457
Vector multiplication, polynomials in $\mathbb{Z}_p[X]$, 388
Vectors, 254
Cartesian product set, 496
conversion programs, 286
dot product formula, 199–200
integers in different bases, 248–250
knapsack problem reformulation, 350
nibble addition and multiplication, 419
polynomial representations, 387–388
rings, 406–407
XOR program, 287
Vector/string conversions, 35–36
Venn diagrams, 492–495, 505
Vernam, Gilbert S., 26
Vernam cipher, 26
Verser, Rocke, 273
Vignère, Blaise de, 15
Vignère cipher, 107
demise of, 187–192
Babbage/Kasiski attack, 188–192
Friedman attack, 192
Friedman attack, 197–201
ciphertext-only, 200–201

Hill cryptosystem with, 166
one-time pad as, 28
overview, 15–18
programming with integer
arithmetic, 38–39
Vignère tableau, 16, 17

W
Waterhouse's theorem, 463, 476
Weak keys, DES, 284
Weights, object; See Object weights,
knapsack problems
Wheatstone, Charles, 18
Wilson's theorem, 84–85
Winograd, Shmuel, 150
Witness, primality test, 309–311, 314
Word length, 10, 240
Word size, 238
Wright, Edward V., 294
Wright, Ernest Vincent, 14

X
XOR operation, 254–255, 383, 407
AES, 428, 445
crcomputer implementations and
exercises, 447, 449
cryptonfire, 427
eexercise, 285
self-cancelling properties, 255, 429
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Young, Thomas, 92

Z
Zero, 378
Zero polynomial, 385, 387, 394
Zuse, Konrad, 251, 252
Zygalski, Henryk, 203, 204